
Description:	The	Ironclad	Security	&	Data	Package	enables	Customer	to	trace	Authorized	User	activity	through	an	exportable,	delayed
audit	history	log,	plus	receive	activity	reports	by	calling	Ironclad’s	Activity	Feed	API.	Customers	can	take	greater	control	of	data
encryption	key	management	through	Ironclad’s	Bring	Your	Own	Key	or	Hold	Your	Own	Key	services.

Limitation	of	Liability:	By	opting	for	Hold	Your	Own	Key	services	with	the	Ironclad	Security	&	Data	Package,	you	acknowledge	and
accept	full	responsibility	for	the	management	and	security	of	your	encryption	keys.	Ironclad	does	not	have	access	to	or	control	over
these	keys.	You	agree	that	in	the	event	of	loss,	corruption,	or	mismanagement	of	these	keys,	your	data	will	become	irretrievable,	and
Ironclad	will	not	be	liable	for	any	resulting	data	loss,	damages,	or	interruption	of	services.	The	responsibility	for	any	such	losses	rests
solely	with	you,	the	customer.	It	is	strongly	recommended	that	you	maintain	robust	key	management	practices	to	mitigate	these	risks.


